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Quick Start Guide of DS-K1T502

1. Activate the Device via Mobile Phone

When the device is not activated, we can use the device AP hotspot connection to activate

the DS-K1T502 device and connect to the device WEB for configuration operation.

D

2)

3

AP Connection: the initial password is the device serial number, for example:

K49645302.
< WLAN ® X ® www.localhost.com .
WLAN [ @) |
Network acceleration Off ACtIVGﬂ\
1

) Please select. °
More settings V'
CONNECTED / )

User Name
AP K49645302 = admin
Connected .
AVAILABLE e Password =
HIKVISION_90CD =2
Encrypted (requires login/authorization) S
HIKVISION =
Open (requires login/authorization) : Confirm Password AN
TP-LINK_5DFC =
Open (no Internet access) Ol
i)

Encrypted
AP _J76018254 =
Encrypted =
AWHST_DZ_01

Encrvpted

)

Activate the device: Activating the device requires setting a password, and

subsequent connections need to use this password to connect to the hotspot.

Select three questions to answer and click Confirm. (If you forget the device
activation password, you can change the password via security question.). Or you

can choose E-mail method.
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235>@m

@® www.localhost.com

Reset Password

Wizard(1/4)

g

In what city were you born?

What is the name of your primary
school?

What was your first job?

PRE 30T al B

Change to Reserved E-Mail

236@m

Reset Password

Wizard(1/4) ~
-

E-mail Address

S icion

> Incorrect E-mail Address: E-mail format error.

Previous

SRE0FTWE

Change to Security Questions

4) Choose device language. Communication Settings: Privacy Wizard:
23%>@™ SUULOT AT 23%>@w PUUIDT 4T 23o@ ™ RO T AT
X . . . X
Language Communication Privacy
( %
Wizard(2/4) Y . T Wizard(4/4) Ve
. Settings N -
Wizard(3/4)
English v Select All
Pyccxmin DHCP Upload Picture After Linked Capture
Italiano BN Addchre Save Pictures After Linked Capture
192.0.0.64
Frangais
Subnet Mask
'l 255.255.255.0
Tiéng Viét Gateway
192001
Al
Portugués(Brasil)
Bahasa Indonesia
Yxpaincoka
Esporol [ previous [ previous
Previous Skip Skip

2. Activate the Device via SADP
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1) Run the SADP software and search the online devices. Find and select your device
in online device list.

BID - Device Type | Status | 1Pv4 Address | Port | Enhanced SDK Servic... | Software Ver.. | HTTP .. | IPv4 Gate... | Device Serial No. | Subnet Ma..| MAC Address |

You can modify the nefwark parameters after the

device activation.

2) Input new password (admin password) and confirm the password. Click Active to
start activation.

B0 - Device Type | Status. | 1Pv4 Address | Port | Enhanced SOK Servic... | Software Ver.. | HTTP B.. | 1Pv4 Gate... | Device Serial No. | Subnet Ma..] MAC Address |
B 033 DS-K1TSO2DBFWX... Inactive 192.0.0.64 8000 B443 V1.7:2build 2.. 80 19200.1  DS-KITS02DBFWX-C202212.. 255.255.2.. bc-9b-5e-20

3) Status of the device becomes Active after successful activation.
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e 84 EEEEEE - e o e

evice Type HTTP P

2 01 DS-KITS0208FWX... Active 1920064 8000 8443 Vi7.2build 2.. 80

4) Select three questions to answer and click Confirm. (If you forget the device

activation password, you can change the password via security question.)

5) Change the device IP address to the same subnet as your computer by either modify

the IP address manually or checking Enable DHCP.
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6) Input the admin password and click Modify to activate your IP address
modification.

7) Select the device and double-click the IP address to access the Web Client.
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84 Unbind Refresh 502 5 1 Modify Network Parameters

E|ID - | Device Type | Status | IPv4 Address | Port | Enhanced SDK Servic... | Software Ver... | HTTP P.. | IPv4 Gate... | Device Serial No. | Subnet Ma..] MAC Address |

2 o033 DS-K1TS02DBFWX... Active 10.9.96,139 8000 8443 V1.7.2build 2... 80 10.9.96.254 DS-K1T502DBFWX-C202212... 255.255.2 bc-9b-5e-20.

)

8) Enter the device user name and the password. Click Login.

@ Login x 4+ o o
C A FEE 10.9.96.139/doc/index htmi#/portal/login o &
# @A M Gmal @ YouTube & ®m [ google pame 0 Azae
HIKVISION

Welcome

¥
1 B e { I » . ‘

) F ®

3. Add device to HikCentral Access Control

1) Enter HikCentral Access Control Web Client then choose ISAPI protocol and 80 port
add device.
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conce

4. Apply person to device

1) Create a name for the access level..

Access Control 1

Add Access Level

3) Add person info on the platform such as card number, fingerprint, pin code etc.
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+ 4 v | Show Sub Department | + Add v [S Import (= Export

All Departments

Profile Picture D = First Name * Last Name +

4028747019 haonan

Department

All Departments

Credential Information

<) Add Person

Access Level

© super
Extended Acce
0 o d trat
Open Deor via Bluetooth on Mobi L4
@ rin | 12345

Access Level  + Assign

Access Level Name  Accels Schedule Template--- Access Point

4) On the top, select Access Control — Select Access Level — Manage Access Level

on the left — Click Add to enter the Add Access Level page.

HikCentral Access Control * Access Contro! O
= Access Control t Add

Access Level Name -

Access Schedule

5) On the top, select Access Control — Select Access Level — Assign by Access
Level on the left — Click on the access level that you want to assign to person.
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HikCentral Access Control  f} Access Control £

502 access level

= Assign To
Access Level Name Access Schedule Access Point M

502 access level All-Day Template B Access Controt1 Basic Information

6) On the assignee panel, click Assign To to show person list.
7) Select the persons whom you want to assign the access level to and click Add.

5. Operation on device

1) On the top, select Device — Select Device and Server — Access Control Device on

the left — Click ~ in the Operation column to enter the configuration page of a

7 Refresh All
evice Name Device Address Serial No. Version Available Doors Available Card Reader Network Status Password Strength Operation

]

2) Select Configuration on the left — Select Access Control — Select Authentication
Settings

@ Configuration - Google Chrome = o X
@ 127.0.0.1:521/doc/index html#/config/door/doorAuthCfg?t=1676615637615 Q

- Authentication Settings Door Parameters Elevator Control Parameters RS-485 Wiegand Settings Terminal Parameters
System
System Settings
User Management
Network

Video/Audio

Image

Event

Access Control
No. Rev J
Intercom
QR C
Card Settings
- =

Smart
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3) Chose Authentication method: card or fingerprint or password. Click Save.

Authentication | Fingerprint or Card

O

- " Card
i) Authentication Interval

Fingerprint
1) Alarm of Max. Failed Attempts
Card and Password

Tampering Detection  Fingerprint and Password

Fingerpnnt or Card

) Card No. Reversing
Fingerprint and Card
QR Code
Fingerprint and Card and Password
Fingerprint or Password

Check the authentication event on the platform real-time monitoring.

Access Contral 7

View
i e | oo
aw
Profile Picture Last Name First Name i Department Skin-Surface Temperature Record Type Card Reader Authentication Mode Card No. Event Source Time Operation-
£
u
[} si67. Al EEE(AT + A ard Fingerprint/Authentication Code 7 Q

10




‘ See Far, Go Further



